
D COLLEGE OF SOUTHERN IDAHO
BOARD OF TRUSTEES

January 22nd~ 2008

EXECUTIVE SESSION
5:00 p.m.

Taylor Building — President’s Board Room

BOARD OF TRUSTEES MEETING
- 5:30 p.m.

Taylor Building — SUB 248

AGENDA
U

MINUTES - EXECUTIVE SESSION OF DECEMBER 17, 2007: (A) Mike Mason

MINUTES - REGULAR MEETING OF DECEMBER 17,2007: (A) Mike Mason

TREASURER’S REPORT: (A) Mike Mason

MILEAGE RATE REIMBURSEMENT: (A) Mike Mason

HEAD START REPORT: (I) Mike Mason

INFORMATION SECURITY POLICY APPROVAL: (A) Monty Arrossa

SABBATICAL REPORT: (I) RaquelArenz

LEGISLATIVE UPDATE: (I) President Beck

PRESIDENT’S REPORT: (I) President Beck

OLD BUSINESS

NEW BUSINESS



THE COLLEGE OF SOUTHERN IDAHO
COMMUNITY COLLEGE DISTRICT

JANUARY BOARD OF TRUSTEES MEETING
JANUARY 22, 2008

CALL TO ORDER: 5:48 p.m. Presiding: LeRoy Craig

Attending: Trustees: LeRoy Craig, Dr. Charles Lehrman,
Dr. Allan Frost, Donna Brizee and Dr. Thad Scholes

College Administration: Gerald L. Beck, President
John M. Mason, Secretary/Treasurer
Robert Alexander, College Attorney
Dr. Claudeen Buettner, Executive Vice President and

Chief Academic Officer
Dr. Edit Szanto, Vice President of Student Services

and Planning and Development
Dr. Ken Campbell, Dean of Technology
Dr. Cindy Bond, Instructional Dean
Dr. John Miller, Instructional Dean
Dr. Mark Sugden, Dean of Health and Human Services
Todd Schwarz, Instructional Dean
Graydon Stanley, Dean of Students
Monty Arrossa, Director of Human Resources
Randy Dill, Physical Plant Director
Curtis Eaton, Advisor to the President
Doug Maughan, Public Information Director
Kathy Deahl, Administrative Assistant to the

President

CSI Employees: Jeff Harmon, Deb Wilson, Raquel Arenz, Elaine
Bryant

Visitors: Lexi Scanlon, Andy Arenz, Lois Lehrman and Barbara
Beck

Faculty Representative: Becky Brown

PACE Representative: Cindy Flowers and Dannette Starr

Times News: Andrea Gates

MINUTES OF THE REGULAR SESSION AND EXECUTIVE SESSION OF
DECEMBER 17, 2007 were approved on MOTION by Dr. Allan Frost.
Affirmative vote was unanimous.
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TREASURER’S REPORT: The Treasurer’s report was approved on
MOTION by Dr. Thad Scholes. Affirmative vote was unanimous.

PRESIDENT’S REPORT:

1. The mileage reimbursement rate was increased from
thirty seven cents per mile to forty cents per mile
effective February 1, 2008 on MOTION by Dr. Charles
Lehrman. Affirmative vote was unanimous.

2. The Board accepted the monthly Head Start report on
MOTION by Dr. Thad Scholes. Affirmative vote was
unanimous. The Board was informed that currently proposed
funding cuts and increased costs for health insurance will
likely result in a reduction of the number of Head Start
children served next year.

3. Monty Arrossa and Dr. Ken Campbell explained the new
Information Security Policy. The Board approved the policy
on MOTION by Donna Brizee. Affirmative vote was unanimous.

4. President Beck introduced Raquel Arenz who gave a report
on her sabbatical. Ms. Arenz traveled to fourteen Latin
American countries with her two children. She documented the
trip with pictures and has created an extensive PowerPoint
presentation entailing the cultural experience. She said the
trip was very beneficial and thanked the President and Board
for the opportunity.

5. Dr. Ken Campbell demonstrated a student services kiosk he
and his staff put together. The touch screen system is
dedicated to providing financial aid, records and business
office information to students. We are considering various
locations on campus and in the community to put these kiosks.

6. President Beck presented a legislative update to the
Board. The college’s Joint Finance and Appropriations
Committee presentation was well received. President Beck
advised the committee that we had hired the staff they funded
in last year’s appropriation and currently had three hundred
nursing students in registered and practical nursing training.
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6. (continued) He also stated that our new health science and
human service building was progressing and would be LEED’s
(Leadership in Energy and Environmental Design) certified.
Both of our fiscal year 2009 decision units, high school dual
credit in smaller
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ADJOURNMENT was declared at 6:45 p.m.

John M. Mason, Secretary-Treasurer

Approved: February 25, 2008 / / /

‘7

it I

Chairman



COLLEGE OF

C51 SOUTHERNI IDAHO

January 14, 2008

To: President Beck and the College of Southern Idaho Board of Trustees

From: Mike Maso, ~

Re: Mileage Rate eimbursement

On October 1, 2005, the College mileage reimbursement rate was increased from
32 cents per mile to 34 cents per mile. Effective July 1, 2006, we increased the rate to 37
cents per mile. The increase was primarily attributed to high fuel prices. The State of
Idaho reimbursement rate increased from 48.5 cents per mile to 50.5 cents per mile
effective January 1,2008.

Based upon fuel prices and input from supervisors, I am recommending that we
increase our mileage reimbursement rate from 37 cents to 40 cents per mile. On an
institutional basis, we have grant funded programs that have to balance mileage costs
with the amount of service they can provide. This limited increase will allow these
programs to continue to provide service while still providing some relief from higher
vehicle operating costs.

It is my recommendation that



SALARY COSTS

SOUTH CENTRAL
HEAD START

Budget Impact 2008

SALARIES -

FRINGE -

$ 9,357.30 Per day for all employees

1,785.20 Per day for all employees

TOTAL SALARIES & FRINGE $ 11,142.50 Per day for all employees

INSURANCE COSTS:

(DOES NOT INCLUDE INSURANCE)

2007
2008

REVENUE CUTS:

$ 7,125.00 Per year per employee
9,200.00 Per year per employee (Projected)

$ 2,075.00 Per year per employee
x 96 Employees
$ 199,200.00 Additional needed for full year

TANF -2006
TANF -2007

$ 215,916.00
197,930.00 Ends 613012008

Federal Reauthorization $10.6 M Less than 2007 funding level
NATIONWIDE

Cost to SCHS $7,000-$1 0,000 Per year (EstimatedO

IMPACT OF INCREASED COSTS AND DECREASED FUNDING:

Insurance increase
TANF cut
National reauthorization cut
Consumer Price Index increase

$ 199,200.00
197,930.00

7,000.00
115,000.00

$ 519,130.00

Additional Cost

TOTAL IMPACT



HEAD”~s-?ART ACCOUNT #22
January 1,2007-December 31, 2007

MONTHLY FIl*rzf4CIAL REPORT
SOUTH CENTRAL HEAD START

MONTH DECEMBhTC 2007
PAGE 1 OF 1

TOTAL TOTAL THIS CASH OUTLAY REVENUES AND/OR BALANCE PROJECTED ACTUAL
CATEGORY APPROVEJ) MONTH TO DATE BALANCE COMMITMENTS OF BUDGET %

SALARIES $ 2,317,609.00 $ 187,716.86 $ 2,437,522.47 $ (119,913.47) $ (20,524.08) $ (99,389.39) 100.0% 104.3%
BENEFITS $ 1,255,579.00 $ 94,681.73 $ 1,178,823.09 $ 76,755.91 $ (8,050.25) $ 84,806.16 100.0% 93.2%
OUTOFAREATRAVEL $ 4,799.00 $ 1,230.02 $ 6,430.58 $ (1,631.58) $ (56.31) $ (1,575.27) 100.0% 132.8%
EQUIPMENT $ 85,083.00 $ 85,053.00 $ 30.00 $ 30.00 100.0% 100.0%
SUPPLIES
OFFICE CONSUMABLES $ 14,728.00 $ 1,017.10 $ 21,945.38 $ (7,217.38) $ (85.58) $ (7,131.80) 100.0% 148.4%
CENTER SUPPLIES $ 49,203.00 $ 2,448.22 $ 62,840.35 $ (13,637.35) $ (237.92) $ (13,399.43) 100.0% 127.2%
TRAINING SUPPLIES $ 14,960.00 $ 61.09 $ 8,641.38 $ 6,318.62 $ (374.67) $ 6,693.29 100.0% 55.3%
FOOD $ 14,600.00 $ (22,951.35) $ 11,265.93 $ 3,334.07 $ (12,411.35) $ 15,745.42 100.0% -7.8%

CONTRACTUAL
OTHER
CONTRACTS $ 59,715.00 $ 5,935.50 $ 47,225.63 $ 12,489.37 $ (1,638.25) $ 14,127.62 100.0% 7,.”~s-?ART



5.13.01 Information Security DRAFT

4\mployees of the College need to be aware and knowledgeable about their role and responsibilities in
~ ~Aaintaining and securing the confidential information that are collected in various databases for institution

business. All employees are expected to help keep these systems secure (e.g. by keeping passwords private) and
to take adequate precautions when accessing, printing, copying andlor distributing information from the
institution’s databases.

Employees should make every effort to keep unauthorized users from accessing the College’s network and
information systems. Passwords are an important safeguard to these systems and should be kept private as well
as be difficult for someone else to ascertain. Please see CSI Passwords for complete guidelines and procedures.

~ LÜ~k

Of equal importance is the security of portable digital files (e.g. on laptop computers, flash drives, cell phones,
etc.) transported by CSI employees. All employees need to be aware of any security issues related to their files
and to take the necessary steps to make the information as secure as possible. Please see CSI Computer Data
Security for complete guidelines. Link a ~i

C)

C)
1

Last revised: Friday, December 14, 2007
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Faculty/Staff Support

1-low to change ~‘our network/email password

You may change your network/email password at http://pw.csi.edu. Note: This site does not change
your MyCSI or Blackboard credentials.

Changing Your Password from Iittp ://rnail.csi.edu

You also may change your network/email password from the mail site by selecting Options - Change
Password in the lower left menus.

Using a campus computer to change your network/email password

If you have already logged in a campus computer, you may change your existing password by pressing
CTRL-ALT-Del on your keyboard. Select Change Password. Type in your old password, along with
the new one you wish to use.

CSI Password Tips
Never tell your password to anyone, especially students!
Never write down your password.
Make your password hard to guess—do not use the name of your pet (or your kid).
Avoid using words found in a dictionary.
The more random your
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CSI Computer Data Security
tTh
~. } Computer users at the College of Southern Idaho (CSI) have responsibility to safeguard the information

stored and used on their systems, and limit liability due to theft or loss to the fullest extent possible. The
purpose of this document is to provide guidelines and recommendations to do so.

Data Protection
CSI Information Technology Services (ITS) strongly encourages its computer users to protect the data
they store and access. Particular attention should be afforded to sensitive data. Sensitive data may
include any of the following:

• Personal info on individuals, including donors, volunteers, alumni, friends, faculty, students,
attendees, and staff FERPA applicable information qualifies as sensitive data.

• Confidential data that contains demographic, biographic, gift, membership, employment,
academic, admissions, or financial information associated with a specific individual.

For users who must store sensitive data on their laptop:
ITS strongly recommends disk encryption software for any laptop that will be used for storing
restricted or sensitive personal infonnation. Please contact the Helpdesk x63 11 to learn more about
getting your laptop data encrypted.

General data px~tection guidelines

• Setup a screen saver password. This prevents unauthorized access to your computer when you
step away from your desk. We recommend enabling the screen saver to kick in after 10 minutes
of inactivity.

• Lock the Door. Keep the location of where your computer resides locked when you are away
from your desk.

• Protect Removable Media such as USB thumb drives or external hard drives. Encrypt the
media if it contains any sensitive data.

• Shred your printouts. Shred any papers that may contain sensitive data, such as class rosters,
class schedules or other information.

• Use caution in your Internet browsing. Many web sites look innocent but secretly download
spyware, trojans and keyloggers on your system. Internet gaming, pornographic, and peer to peer
file sharing sites are notorious for “drive by” downloads. Be cautious with other sitessi³61�„q.

away
from your desk.

• Protect
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Additional guidelines for securing your lapjcp~

CD • Protect Confidential data: Do not download confidential data to your laptop unless you need to
work on it. If the data resides on the network, leave it there — don’t copy it to your local drive.

• Encrypt your hard drive: By encrypting your hard drive, you add another layer of data
protection. Even if someone gains access to your laptop, they cant decrypt the files to see your
information. Please contact the Helpdesk x63 it about getting your hard drive encrypted. This
protects you, the College and our students in the event of loss or theft. The cost of encrypting
the hard drive is small compared to the value of the data.

• Use wireless with caution: Wireless connections are notoriously insecure and easy for bad
guys to sniff. This is true for wireless connections anywhere - in airports, hotels, conference
rooms, Internet cafés, even at the College of Southern Idaho.

Travelingguidelines with a laptop:
• Avoid using computer bags: Computer bags can make it obvious that you’re carrying a

laptop. Instead, try toting your laptop in something more common like a padded briefcase or
suitcase.

• Never leave access numbers or passwords in your carrying case: Keeping your password
with your laptop is like keeping the keys in the car. Without your password or important
access numbers it will be more difficult for a thief to access your personal and corporate
information.

• Carry your laptop with you: Always take your laptop o93 0 0 ?



